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Background 
The GWIB launched its CyberSecurity Industry Initiative to respond to the emergence of the industry in Maryland. 
The GWIB’s role in convening industry was to begin identifying workforce demand and challenges associated with 
growing the industry.  The GWIB convened more than 30 business leaders, as well as representatives from 
government, education and economic development for a discussion on defining the skills, education, training and 
certifications required to support Maryland’s public and private sector, and defense industry workforce needs. 
 
Committee Activities and Updates 
 
GWIB/SAIC PARTNERSHIP 
The GWIB recently partnered with SAIC around development of a CyberSecurity Workforce web portal as an 
extension of the existing Skills2Compete online domain space – www.skills.maryland.gov/cyber.   SAIC has 
secured the support of the University of Maryland’s QUEST Program interns to assist with the project. 
 
Recognizing that significant and meaningful work is already occurring in the State to equip Marylanders with the 
skills needed to compete and succeed in the CyberSecurity industry, www.skills.maryland.gov/cyber will serve as a 
repository for those existing education and training opportunities. 
 
Additionally, www.skills.maryland.gov/cyber will be linked to the Maryland Workforce Exchange (MWE), allowing for 
job seeking opportunities; but will also serve as a clearinghouse to promote CyberSecurity education and training 
for all Marylanders. Job seekers, students, counselors, educators, industry representatives, and enthusiasts will 
have access to information designed to promote and attract Marylanders toward CyberSecurity careers. 
 
SAIC has secured the support of the University of Maryland’s QUEST Program interns to assist with the project. 
 
GWIB/USM WORKFORCE DEMAND SURVEY 
In May 2011, the University System of Maryland (USM) released its report of the CyberSecurity Taskforce. The 
report examined the assets of USM in the area of CyberSecurity and evaluated the workforce needs of government 
agencies and private industry in this area. The Taskforce made five actionable and achievable recommendations, 
the first of which is “working with the Governor’s Workforce Investment Board to conduct a comprehensive and 
strategic workforce demand study of employers’ needs within the industry.” The survey will be used to assess the 
type of skills needed for the CyberSecurity workforce, as well as anticipate the number of CyberSecurity employees 
needed in the short and long terms (demand). Further, without a more comprehensive and scientific survey, there is 
not enough data available to set specific and quantifiable goals on how USM degree production should be 
increased. 
 
TRACKING OUR RESULTS 
The goal of Maryland Skills2Compete initiative is to increase the number of Marylanders with at least two years 
post-secondary education and training leading to degree, certification or apprenticeship by 20% by 2012. To 
capture the State’s skills attainment efforts related to the CyberSecurity industry, the GWIB will be adding metrics to 
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the SkillsStat dashboard to obtain a more accurate picture of the number of Marylanders being equipped with the 
skills need to meet employer demand. 
 
The proposed metrics consist of: 
 1. Number of Marylanders completing cyber-related occupational skills training (DLLR DWDAL) 
 2. Number of Marylanders awarded cyber-related degrees annually. (MHEC) 
 
Additionally, under the leadership of CyberSecurity Industry Initiative Co-Chairs, Bel Leong-Hong and Larry Letow, 
a business workgroup will be convened to focus on developing advanced metrics in order to capture the numbers 
of newly certified and degreed Marylanders gaining employment. 
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